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Synopsis of the Request for Proposals (RFP)
CTtucnuun ornsag 3anuTy Ha HagaHHA npono3uuii (3anuT)

1. RFP No. REQ-KYI-25-0088
2.Issue date: November 14, 2025
3.Title

Provision of IT equipment and licenses for the
modernization of the network infrastructure of the
Ministry of Economy, Environment, and Agriculture of
Ukraine (the Ministry of Economy) under the US
Cybersecurity Activity.

4.E-mail address for submission of Proposals

Proposals should be submitted to
UkraineCCI_Proposals@dai.com.

5.Deadline for Receipt of Questions

November 21, 2025, Kyiv, 14.00 Ukraine Time to the
e-mail address UkraineCCI Procurement(@dai.com

Questions and requests for clarification, and the
responses thereto, will be circulated in writing to all RFP
recipients who have indicated interest in responding to
this RFP. Both questions and answers will be
distributed, without identification of the inquirer(s), to
all prospective Offerors who are on record as having
received this RFP. In addition, questions and answers
will be posted publicly on the same platform where the
RFP is posted.

6. Deadline for receipt of Proposals

November 28, 2025, 16.00 Kyiv, Ukraine Time to the
e-mail address UkraineCCI Proposals@dai.com

PLEASE NOTE THAT THE E-MAIL ADDRESS FOR
RECEIPT OF QUESTIONS AND THE E-MAIL
ADDRESS FOR RECEIPT OF PROPOSALS ARE
DIFFERENT

7. Point of contact

UkraineCCI_Procurement@dai.com

8. Anticipated Award Type

A Firm Fixed Price Purchase Order is an anticipated
award for a total firm fixed price for the provision of
specific services, goods, or deliverables, and is not
adjusted if the actual costs are higher or lower than the
fixed price amount. Offerors are expected to include all
direct and indirect costs in their total proposed price.

1. 3anur Ne REQ-KYI-25-0088
2. laTta HanaHus 3anuTy: 14 mucromama 2025 p.
3. Ha3Ba

3akymiBis [T-o0najgHaHHS Ta JILEH31H JUIsi MOJEpHI3alii
MepexxeBoi  iHpacTpykTypn MiHicTepcTBa €KOHOMIKH,
JIOBKUUISI ~ Ta  CUIBCBKOTO  ToOcmojapcTBa  YKpaiHH
(Minexonomikn) B pamkax [Ipoekty US KiGepOesneka.

4. EnexTpoHHa agpeca JUisi NOAaHHS MPOMO3U i

[pono3umii MarThb MHOJaBaTUCh
UkraineCCI_Proposals@dai.com

Ha azipecy:

5. KinueBuii TepMiH OTpUMaHHS 3aNIUTaHb

14.00 3a wmicueBMM KHIBCBKMM 4YacoM B VYkpaini 21
JIUCTONaAa 2025 POKY, Ha azpecy:
UkraineCCI_Procurement(@dai.com

[MuTaHHs Ta 3amUTH HA PO3'ICHEHHS - 1 BIAMOBIAI HA HUX
OyayTb HaJaHi B MUCBMOBIK (OpMi I BCIX OIEP)KyBadiB
3anuTy Ha HaJIaHHS TPOTO3HUILii, SIKi BKa3aJin 3aI[IKaBJICHICTh
y Bignosimi Ha Hboro. IlutanHa 1 BiAmoBiAl OyayTh
nomupeni, 6e3 imeHTudikamii 3amuTyBaua (iB), VIS BCiX
MOTEeHIIHHUX Mporno3utii. Kpim Toro, muraHHs Ta BiImoBiai
OyayTb po3mimeHi myOmiuHO Ha Till ke mmatdopmi, ne
po3MmilieHni 3anuT Ha HaIaHHS TIOTIO3UIIIM.

6. KinneBuii TepMiH OTPHMMAaHHSI NPONO3HILiH

16.00 3a MicuieBUM KHIBCHKUM 4acoM B YKpaiHi 28
aucrtonana 2025 poky Ha aapecy:
UkraineCCI Proposals@dai.com

3BEPHITh VYBAI'Y, 110 AJIPECA EJEKTPOHOI
ITOIITU JJISI OTPUMAHHS 3AIIMTAHL TA AJIPECA
EJIEKTPOHOI IMOHIITH1 JUT1s OTPUMAHHAA
[TPOTIO3ULIIN BIJIPISHSIOTHCS

7. Anpeca JJ1s1 3aNMTIiB

UkraineCCI_Procurement@dai.com

8. OuikyBaHuii BUJ KOHTPAKTY

KonTpakt i3 ¢ikcoBaHo0 uiHOIW — 1€ OYiKyBaHa
BUHAropoja 3a 3arajpHy (iKCOBaHy IIiHy, 3a HaIaHHI
KOHKPETHHX TIOCIYr, TOBapiB 4YW pe3yjbTaTiB, sKa He
KOPUTYETHCS, SIKIIO (PAaKTUYHI BUTpATH BHII ab0 HWKYI 3a
¢dikcopany 1iHy. OUiKyeTbCs, IO YYaCHUKH TEHIEPY
BKJIFOYaTUMYTh yCli TPSIMi Ta HENPSAMi BUTPATH 0 3arajbHOL
3aMponoOHOBAHO] IiHH.
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Issuance of this Request for Proposal (RFP) in no way
obligates DAI to award a purchase order, and Offerors
will not be reimbursed for any costs associated with the
preparation of their bid.

9. Basis for Award

An award will be made based on the Lowest Price,
Technically Acceptable Source Selection process. The
award will be issued to the responsible Offeror
submitting the lowest evaluated price that meets or
exceeds the  acceptability requirements  for
technical/non-cost factors described in this RFP.

DAI conducts business under the strictest ethical
standards to ensure fairness in competition, reasonable
prices, and successful performance or delivery of quality
goods and equipment. DAI does not tolerate corruption,
bribery, collusion, or conflicts of interest. Any requests
for payment or favors by DAI employees should be
reported as soon as possible to ethics@dai.com or by
visiting www.dai.ethicspoint.com. Further, any attempts
by an offeror or subcontractor to offer inducements to a
DAI employee to influence a decision will not be
tolerated and will be grounds for disqualification,
termination, and possible debarment.

Hanannus nporo 3amuty B KOJHOMY pa3i HE 3000B’s3ye
koMmmnaHito «DAI» ykmamaTé AOTOBip Ha 3aKyIiBIIO, 1
VYdacHMKaM TeHAEpY He BIJIIKOJOBYIOTbCS Oyab-aKi
BUTPATH, TTOB’s13aH1 3 MATOTOBKOIO MPOTIO3HIIIi.

9. lincTaBa A5l yKIaAeHHSI KOHTPAKTY

PimrenHs mpo ykinagaHHS KOHTpPakTy Oyje MpuilMaTHCh Ha
ocHoBi mporiecy «TexHiuHO MpPUHHATHA NMPOMO3UMis 3a
HaliHek4or0  miHow». KouTpakr Oyne ykmageHo 3
BIATIOBIJAJIbHUM Ta IPUHHATHAM Y 9aCHUKOM TEHIEPY, STKHHA
MoJacTh HAUBUTIHIIY LiHY, sIKa BiAOBigae a00 epeBHILyE
TEXHIYHI BUMOTH/ HEUiHOBi ()aKTOpH, OMHCaHI Yy LbOMY
3amuTi.

DAI Bene CBOWO [IisIbHICTH BIJIOBIHO JIO HANHCYBOPILIUX
€THYHUX  CTaHmapTiB, 100 3a0e3neyuTH  YeCHICTh
KOHKYPEHIIii, MPUAHATHI [IHW Ta YCHIIIHE HaJaHHS TOCIyT
abo J0cTaBKy SIKICHHX TOBapiB Ta oOmamHaHHs. DAI He
TEPIUTh KOpPYILii, XaOapHUITBA, 3MOBH YU KOH(DIIKTY
inTepeciB. [Ipo Oyap-siki 3amuTH Ha omiIaty abo MOCIYTrH
criBpoOiTHHKIB DAI citif skoMora niBulLie MOBiIOMIIATH Ha
ethics(@dai.com abo BigBimaBmm www.dai.ethicspoint.com.
Kpim Toro, 6yab-ski cipoOX KOHTpaKTEpa Yk CyOITiApsTHUKA
3anporoHyBatu croiBpoOitHukam DAI  3aoxoueHHst Ta
BIUTMHYTH HA pilleHHS He OYIyTb JOIYCKaTHCS i CTaHyTb
MiJICTABOIO Ui JUCKBamidikaiii, NPUNUHEHHS  Ta
MOKJIBOTO OJIOKYBaHHSI.
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General Instructions to Offeror
3aranbHi iHCTPYKL,i

11. General Instructions to Bidders

11. 3araabHi iHcTpYKIiT

The US Cybersecurity for Critical Infrastructure in
Ukraine (US Cybersecurity) is issuing this RFP for the
provision of IT equipment and licenses for the
modernization of the network infrastructure of the
Ministry of Economy, Environment, and Agriculture of
Ukraine (the Ministry of Economy) under the US
Cybersecurity Activity

e For more information on the required goods and
services, please refer to Attachments B and C of this
RFP.

e Offerors wishing to respond to this RFP must submit
proposals in English, per the RFP instructions. Each
Bidder is responsible for reading very carefully and
understanding fully the terms and conditions of this
RFP. All communications regarding this solicitation
are to be made solely through the Issuing Office and
must be submitted via e-mail no later than the date
specified above. All questions received will be
compiled and answered in writing and distributed to
all interested Bidders.

e [ssuance of this RFP in no way obligates DAI to award
a subcontract or purchase order. Offerors will not be
reimbursed for any costs associated with the
preparation or submission of their proposal. DAI shall
in no case be responsible or liable for these costs.

e Proposals are due no later than November 28, 2025,
16.00 Kyiv, Ukraine Time, submitted to
UkraineCCI_Proposals@dai.com.

e Please note that Offerors shall submit complete
proposals in electronic form only.

e Late offers will be rejected except under extraordinary
circumstances at DAI’s discretion.

e The submission to DAI of a proposal in response to
this RFP will constitute an offer and indicate the
Offeror’s agreement to the terms and conditions in this

e JIpoext US «KibepOe3neka KpUTHYHO BaXKIUBOL
iHppacTpykTypu B YKpaiHi»  (mam «US
KiGepbOesneka» abo «IIpoexT») oromomye 3amuT Ha
3akymiBnto  [T-oOnagHanHst Ta  JHeH3id  jais
MoJiepHi3auii MepeKeBOi 1HPPACTPYKTYpH
MinicTepcTBa €KOHOMIKH, AOBKULIS Ta CUIbCBKOTO
rocriofapctBa Ykpainu (MiHEKOHOMIKM) B paMKax
IIpoekty US Kibepbesmeka.

e Jlna oTpuMaHHA [A0HaTKOBOI iHQopMamii mpo
HEOoOXIiJIHI TOBapH Ta MOCIYTH, OyIb JIACKa, 3BEPHITHCS
no Homatkie B ta C mporo 3anuty Ha HagaHHS
MIPOTIO3HIIIH.

e Y4YacHHUKH TeHJIEPY, AKi 0a)Kar0Th BiAMOBICTH Ha LEH
3anmuT Ha HaJaHHA IPOIO3MIIH, MOBHHHI MMOJABATH
OpOMo3uMLii AHIJIHCHKOI0 MOBOI BiIOBIAHO [0
IHCTPYKIid, BKa3aHWX Yy MbOMY JIOKyMEHTi. Yci
OOroBOpeHHs  MMOJO0  LBOro  3amuty  MAaloTh
3MIMCHIOBATUCS BUKIIIOYHO dYepe3 odic, MO BHIAB
JOKYMEHT Yepe3 eJIeKTPOHHY aapecy, He Mmi3Hille aartu,
3a3HadeHoi Bwuime. Bigmosimi Ha yci  oTpuMaHi
3aMUTaHHs OyJyTh PO3iCiaHi y MUCEMOBIH (opMi yciMm
3aIliKaBJICHUM yYacHUKaM TCHICPY.

e OmpwioAHEHHS 1HOTO 3amuTy Ha  HaJgaHHS
MIPOMO3HIIIH JKOJHUM YMHOM HE 3000B's3y€ KOMIAHIIO
«DAIl» yxmagatn cyOKOHTpakT a0o JOroBip Ha
3aKymiBlO.  Y4YacHHKaM  TeHAepy He OynyTh
BIJIIIIKOJIOBYBaTUCST Oy/b-siIKi BHUTpaTd, TIOB'I3aHI 3
MiATOTOBKOIO 200 TIOJJaHHSM iX MPOTIO3UILii. 3a )KOAHUX
ob6crtaBuH, komnaHis «DAI» He Hece BIAMOBITAIBHOCTI
3a 111 BUTPATH.

e [lpomozunii maroth OyTtn momani g0 16.00 3a
MICIIEBUM KHIBCHKMM 4YacoM B Ykpaini 28 Jimcromana
2025 POKY Ha azpecy:
UkraineCCI_Proposals@dai.com

e 3BepHITh yBary, M0 TMOBHI MPOIO3UII MarOTh
MOJIABATHUCS JIUIIIC B €JIEKTPOHHOMY BHIJISIII.

e [Iponosunii, mogani mi3Hime, OyAyTh BiaXWIIEHi, 3a
BUHSATKOM BHIIQJIKIB HaI3BHYalHHX OOCTaBUH Ha
po3cya kommnanii «DAI».

e Tloganns npomno3utlii kommnanii «DAD» y BiANoOBiab
Ha 1eil 3anmuT Ha HaJaHHS MPONO3WIid Oyne SBISTH
co0OI0 TPONO3WINI0 Ta CBIAYUTHME IIPO  3TOAy

=DAlI
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RFP and any attachments hereto. DAI reserves the
right not to evaluate a non-responsive or incomplete
proposal.

e The RFP number and title shall be indicated in the
subject line of e-mails.

o The Offerors should fully understand that their offer
must be valid for 60 calendar days and be stated in the
cover letter.

¢ Offerors shall complete and submit Attachment B:
Price Schedule and indicate its date. Offerors should
indicate the total and all-inclusive price of the required
goods/services in Ukrainian Hryvnia or US Dollars.

e Offerors shall be informed that all payments will be
made in local currency as per the regulations of the
cooperating country. If the contract is signed in dollars
and the invoice is submitted in dollars, the program will
pay the vendor in local currency (hryvnias) using
DAD’s bank exchange rate on the transfer day.

e Value Added Tax (VAT) shall not be included in the
Price Schedule. These services are eligible for VAT
exemption based on the US Contract
Ne72012120C00002 registered with the Cabinet of
Ministers of Ukraine under Registration Card Ne4464-
33 of October 02, 2025.

e Each Offeror and any of its subsidiaries shall only
submit one proposal.

YyacHuKka TeHJEPY 3 MOJOKCHHSIMU Ta yMOBaMH, SKi
MICTSTBCS y HOMY 3aluTi HAa HAJaHHS MPOMO3UIINA Ta
Oyabp-skux nonmatkax g0 Hboro. Kommanis «DAI»
3aMIIae 3a COOO0 MPaBO HE OIIHIOBATH HEBIATIOBIAHY
a00 HEMOBHY MPOMO3UIIIIO.

e V TeMi MOBITIOMICHHS EJNEKTPOHHOIO IIOIITOO
MaroTh OyTH 3a3HaueHi HoMep 3anuTy Ta Ha3Ba.

e YYacHUK TEHJEPY MOBHHEH MOBHICTIO PO3YMITH, ILIO
IiHM 3a3HaueHi B iXHIM TNpomo3uiii MarTh OyTH
YUHHUMHU [OpoTsroM 60 kajJeHmapHux AHIB 1 me
MOBHHHO 0yTH BKa3aHO B CYNPOBiTHOMY JIMCTi.

e VYyacHHKHM TeHJepy 3alOBHIOIOTH Ta HAJAAIOTh
Honartoxk B: Ilpaiic-1ucT Ta 3a3Ha4Yal0Th HOr0 AaTy.
Y4acHUKHM TeHJepy MOBHHHI BKa3aTH 3arajibHy LiHY
oONagHaHHS Ta CepBiCiB B HAllOHANbHIA BaJIOTi
Yxkpaian ado noaapax CIIIA.

e VY4YacHHWKHU TEHJEpY MOBUHI OyTH mpoindopMoBaHi,
0 yCi IUIaTeXi 3AIHCHIOBATUMYThCS B MicleBii
BAJIIOTI 3TiJIHO 3 3aKOHOAABCTBOM Ykpainu. Skino
noroBip Oyzae mianucano B pomapax CILIA, 1 paxyHOK-
¢axTypy Hagano B nonapax CIIA, nporpama cruaTuTh
MocTa4aJibHUKY B MicueBiii BajgioTi (rpuBHSIX) 3a
0aHKiBcbKUM Kypcom Oanky Ilpoexkty Ha aeHb
nepekasy.

e Jlogarox Ha momany Bapticth (IIJIB) He mae OyTm
3a3HaueHuil y mpaic-mucti. L{i mocayru mimisraioTh
3BUIBHEHHIO Bijl onojarkyBanHs [1/[B BiamoBiaHo 110
OCHOBHOr0 KOHTpakTy kommanii «DAI» 3 US
Ne72012120C00002  3apeectpoBanum y  Kabineti
MinictpiB Ykpainu, peectpaniiina kaptka Ne4464-33
Big 02 >xoBTHs 2025 poKy.

e Koxxen YuacHuK TeHAepy Ta Oynb-sKi Horo modipHi
KOMITaHii, MOXe MOJIaTH JIUIIE OJHY MPOIMO3HULIIO.

12. Questions Regarding the RFP

12. 3anuTaHHA CTOCOBHO 3anmuTy

Each Offeror is responsible for reading very carefully
and understanding fully the terms and conditions of this
RFP. All communications regarding this solicitation
must be submitted via e-mail to
UkraineCCI_Procurement@dai.com no later than the
date specified above. All questions received will be
compiled and answered in writing and distributed to all
interested Offerors. Any verbal information received
from the project employee or other entity shall not be
considered as an official response to any question
regarding this RFP.

Koxxen YyacHHMK TeHIEpY € BiINOBIZaJbHUM 3a IyXKe
YBa)KHE IPOYUTAHHS IBOTO 3aIIUTY Ta OBHE PO3YMIHHS
Horo ymMoB. Yce CIiJIKyBaHHS CTOCOBHO LbOTO 3amuTy
Ma€ HaJCHWIATHCh EJIEKTPOHHOIO ITIOIITOI0 Ha ajpecy:
UkraineCCI_Procurement(@dai.com He mi3Hile Iarty,
3a3HaueHoi Bumie. Bci oTpumani 3amuTaHHA OyAyTh
3i0paHi, 1 BiAMOBINI Ha HHX OyxyTh HajaiciaHi
€JIEKTPOHHOIO MOILITOI YCIM 3alliKaBIeHUM Y YaCHUKaM
TeHnepy. bByab-sika ycHa iHdopmailis OTpuMaHa Bif
CHiBpOOITHUKIB MPOEKTY YW iHIIOI YCTAHOBH HE Ma€
posrmsigatuck sk odiliifHa BiONOBiNE HAa Oyab-sKe 3
NHUTaHb IHOTO 3aTHNTYy.

=DAlI
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13. Technical Specifications and requirements for
Technical Acceptability

13. Omnmc pobGiT Ta TeXHiYHOI

NPUIAHATHOCTI

BHUMOIu 10

DAI Global LLC is seeking a qualified vendor to
complete the scope of work under this RFP.

To be considered technically acceptable, offerors must
demonstrate how they will meet or exceed all of the
requirements listed in this RFP. If the proposal fails to
meet one or more of the requirements, it will be deemed
technically unacceptable. Proposals deemed technically
unacceptable contain significant weaknesses or
deficiencies that cannot be corrected without a major
rewrite or revision of the original proposal.

The Offerors must ensure the required goods/services are
provided to the program beneficiaries in Kyiv city at 6
different locations (details of the exact addresses to be
provided to the selected vendor). Prices must include all
costs, logistics, and final
delivery to the recipients.

TO BE CONSIDERED TECHNICALLY
ACCEPTABLE

1. Offerors must indicate and provide the requested
goods/services per the specification in Attachment

Kommaniss DAI Global LLC mykae kBamidikoBaHOTO
MoCTadyaJlbHUKa Ui BUKOHAaHHA  o0csary  poOir
BIZITTOBITHO JI0 IIFOTO 3aITUTy Ha HaJaHHS MPOIIO3HITIH.

o6 mpomo3uiisi y4YacHWKa BBaXKANacs TEXHIYHO
MIPUAHSITHOO, BiH MOBUHEH 3a3HAYUTH, SKUM YHHOM BiH
3a0e3neyyBaTHME BUKOHAHHS a00 MEpEBHINEHHS YyCiX
TEXHIYHUX BHMOT 3TiIHO 1hOro 3amuty. Ko
MPOMO3MIIiSl yYyaCHHKA HE BIAMNOBIJATUME OJHIM YuM
Oinpiie  BUMOTraM, ii  BB@XKAaTHMYTh  TEXHIYHO
HenpuitHATHOIO. [lpomo3umii, MmO MICTATh CYTTEBI
HEJIOJIKH Ta MOPYIICHHS, SIKi HEMOXIIBO CKOPUTYBaTH
0e3 ICTOTHOro mepepodaeHHs a00 3MIHU MOYAaTKOBOT
MPOTIO3HIIi1, BBAYKAIOTHCS TEXHIYHO HENPUHHSATHHMHU.

IMocrayanpHUK  TOBMHEH 3a0€3MEYUTH  JOCTaBKY
oOnagHanHs/cepBiciB B M. KuiB 3a 6-ma pisHumu
JoKaliaMu (ToyHa azapeca Oyne HajaHa oOpaHOMY
MEPEMOXKII0 IMICIA MIANMUCAaHHSA KOHTpakTy). LliHn
MaroTh BKJIOYATH BCi BUTPATH i BKIIOYATH OYIb-sKY
JIOTICTHKY Ta KIHIIEBY JOCTaBKY HaOyBauaMm.

IIIOB MPOIO3UIIISI BBAKAJIACS TEXHIYHO
NPUHAHATHOIO

1. YyacHUKM TOBHMHHI 4YIiTKO 3a3HA4YUTH 1 HAJATH Y
Jonatky B mepernik TpOMOHOBaHWX CEPBICIB Ta

B.

2. The Offerors must confirm in writing that the
warranty period for goods/services should cover
twelve (12) months from delivery to DAL

The proposed offer must include all costs, logistics,
and the final delivery to the recipients.

3. The Offerors must confirm in writing that the
delivery and implementation period shall be no longer
than 60 calendar days from the contract signing date.
However, a more rapid delivery time is welcome.

In addition to conformity requirements stated in
Attachment B, the Offerors are required to meet or
exceed the essential non-cost related specifications fully:

a) The Offeror shall be a duly registered entity in
Ukraine and demonstrate this with valid documentation
for operation in Ukraine.

MIPOAYKTIB 3TiAHO 3aIMUTY.

2. YYacHHKY NOBHHHI MITBEPAHTH V NMHUCbMOBOMY
BULJSA/ 1110 TApaHTIHHUNA TEPMiH HA TOBapHU/TIOCITYTH
Oyze oxoruroBaTH repiof ABaHansaTu (12) micsamis 3
MOMEHTY nocTaBku DAL

[inn MaTh BKJIWYATH BCi BUTPATH i BKJINOYATH
OyAb-sIKy JIOTICTHKY Ta KiHIeBy JOCTaBKY
Ha0yBauyam.

3. IlocrayanbHUK Ma€ MiATBePAUTH Y NHCbMOBOMY

BULJISI, o0 KIHIEBHH TEPMIH TIIOCTaBKH Ta
HaJAIITYBaHHS He  Oyzae  mepeBumlyBatd 60

Kanenoapuux Owie 3 natu mignucanHs KoHTpakry.
BtiM, 10CTPOKOBI MOCTABKHU BITAIOTHCSI.

OkpiM BUKOHAHHS BHMOT, 3a3HAYCHUX BHIIE, BiJ

Y4acHHKIB TEHIEPY BHUMAaraeThes MOBHICTIO

3aJI0BOJIbHITH BAXKJIMBHM BHMOTaM, HE IIOB’SI3aHUM 3

LIHOIO, SIKi 3a3Ha4YeHi HIK4Ye, a00 ePEeBHULIYBATH iX:

a) Y4acHUK TeHJIepy MOBUHEH OyTH 3apeecTPOBAHUM
B _YKpaiHi i e MOBHHHO OyTH MPOAEMOHCTPOBAHO
JUIOYAMU JOKYMEHTaMH JIJIsl poOOTH B YKpaiHi.
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b) Consent is required in writing to receive payment
for services solely by bank transfer in line with the
terms stipulated in the signed Contract.

¢) The Offerors must confirm relevant experience in
providing the same or similar services for at least 1 (one)
year. Please see Attachment F and provide the required
information.

d) The Offerors must have adequate financial and
material resources to perform the work within the
required delivery schedule, as evidenced by acceptance
of DAI payment terms upon delivery and acceptance by
DAL as stated above. Written confirmation or a bank
statement must be provided.

e) Availability of official authorizations from the
following manufacturers is mandatory and must be
provided: HPE, Fortinet.

f) These are VAT-exempted services, and DAI/CCI
expects the offerors to read and understand this
requirement.

b) IIucbMoBa 3rofa ydvacHHKAa Ha OIUIATYy MOCIYT
BUKIIIOYHO Yy 0e3roTiBKoBiii ¢GopmMi Ha yMoOBax,
nepeaoaueHux B mianucaHomy JloroBopi.

¢) Hocsin pobotH y cepi 3a0e3nedeHHs BiANOBI THUMHU
TOBapaMu/mociyraMmu He MeHmie 1 (OIHOTO) POKy

(napaiite 3amoBHeHy ¢opMy, Haxany y JonaTky F:
JocBin poboTH).

d) YuacHuk TeHmepy TIOBHHEH MaTH  HaJeXHI
(hiHaHCOBI pecypcH JIsi BUKOHAHHS poOiT/ HalaHHS
MOCIIYT Y MeXax HeoOXiJHOro rpadika MOCTaBKH,
Opo 10 CBIAYUTH MNPUHHATTA YMOB OIUIATH
kommaHii «DAI» (micias HamaHHS MOCIyr Ta iX
npuiHATTS KommaHielo «DAI»), sk 3a3HaueHO
BHUIIIE. Heo0xigHo HaJaTH NHCbMOBE

HiATBEpPIKEeHHSI.

e) HasBHicTh odiuilinoi aBTopM3aii Bix HacTymHUX
BUPOOHUKIB 000B’s13k0Ba 1 Mae Oyt HajaHa: HPE,
Fortinet.

f) JlocBin HajgaHHS TOBapIB i3 3BIILHEHHSM BiJl CIUIATH
I1/IB (6axano).

14. Prohibited Technology

14. 3a6oponeni TexnoJorii

Bidders MUST NOT provide any goods and/or services
that utilize telecommunications and video surveillance
products from the following companies: Huawei
Technologies Company, ZTE Corporation, Hytera
Communications Corporation, Hangzhou Hikvision
Digital Technology Company, Dahua Technology
Company, or any subsidiary or affiliate thereof, in
compliance with FAR 52.204-25.

YyacHMKM TOpPriB HE TOBHMHHI HaJxaBaTH OyJb-sIKi
TOBapH Ta/a00 MOCIYTH, SKi BAKOPHCTOBYIOTh MPOTYKTH
TEJICKOMYHIKaI[ii Ta BiJICOCIIOCTEPEKECHHS BiJl TAKUX
kommaniii: Huawei Technologies Company, ZTE
Corporation, Hytera Communications Corporation,
Hangzhou Hikvision Digital Technology Company, abo
Dahua Technology Company, abo Oynp -sika ix ¢imis
BianosinHo 10 FAR 52.204-25.

15. Determination of Responsibility

15. Bu3HaueHHs BiqgnmoBizaabHOCTI

DAI will not enter into any type of agreement with an
Offeror before ensuring the Offeror’s responsibility.
When assessing an Offeror’s responsibility, the
following factors are taken into consideration:

1. Provide copies of the required business licenses to
operate in Ukraine.

2. Evidence of a Unique Entity ID (explained below).
3. The source, origin, and nationality of the services are
not from a Prohibited Country (explained below)

4. Proof of adequate financial resources to procure and
deliver the required goods/services or the ability to
obtain financial resources.

5. Relevant experience in similar or the same services
for at least 1 (one) year.

6. Qualifications and permit to perform related works
under the applicable legislation.

Kommnanis «DAID» He ykimagaTuMe KOIHUX JOTOBOPIB 3
Y4YacHUKOM TEHIEpy Mepll HiK HE MEPEKOHAETHCS Y
Horo BiJINIOBiAaJIBHOCTI. IIpn OLIHIOBaHHI
BIJIMOBIIAILHOCTI Y4acHUKa TeHAepy OepyThcs M0
yBard HaCTYMHI (haKTOpH:

1. HamanHsa xomiii HEOOXiAHMX JOKYMCHTIB Ha
3MIHCHEHHS ISUTBHOCTI B YKpaiHi.

2. Hassaicts HOMepy Unique Entity ID (mosicHro€eTbCst
HIDKYC).

3. Jbkepeno, TOXOKEHHS Ta  IOPUCIUKIIHHA
MIPUHANISKHICTh TOBApiB Ta MOCIYT HE i3 MEpemiKy
3aboponenux Kpain (mosicHeHHs HalaH1 HUKYE).

4. HasBHicTh nocTaTHIX (IHAHCOBUX peCypciB Ui
BUKOHAHHS TMPOEKTY a00 MOXJIMBICTh OTPHUMATH
(hiHaHCOBI pecypcH.

5. HasiBHICTD 3a70BUIBHOTO JIOCBiy BHKOHAHHS
mo1i0HUX poOIT He MeHIe 1 (0HOr0) POKy.

6. HasBuicte kBamidikamii Ta mpaBa ajsi BUKOHAHHS
poOiT 32 BIAMOBITHIUM 3aKOHO/IaBCTBOM.
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16. Geographic Code

16. I'eorpadiunnii ko

Under the authorized geographic code for its contract,
DAI may only procure goods and services from the
following countries.

Geographic Code 110: Goods and services from the
United States, the independent states of the former Soviet
Union, or a developing country, but excluding any
country that is a prohibited source.

Geographic Code 935: Goods and services from the
United States, the Cooperating Country, and developing
countries other than advanced developing countries, but
excluding any country that is a prohibited source.

e DAI must verify the source, nationality, and origin,
of goods and services and ensure (to the fullest extent
possible) that DAI does not procure any services from
prohibited countries listed by the Office of Foreign
Assets Control (OFAC) as sanctioned countries. The
current list of countries under comprehensive sanctions
includes: Cuba, Iran, North Korea, Sudan, and Syria. DAI
is prohibited from facilitating any transaction by a third
party if that transaction would be prohibited if performed
by DAL

e By submitting a proposal in response to this RFP,
Offerors confirm that they are not violating the Source
and Nationality requirements and that the services
comply with the Geographic Code and the exclusions for
prohibited countries.

BinmoBigHo m03BoJIeHOTO TeorpadpivyHOro Koy JJist
yKIamaHHs  JoroBopiB  kommadis «DAI»  moxe
3aKyIMOBYBAaTH TOBAPHU Ta MOCIYTH JIUIIE i3 HACTYIMHUX
KpaiH.

leorpadiuamii xom 110: ToBapm Ta mocmyru 3i
CriomrygeHux IITaTiB, He3aJIeKHUX JIepKaB
KoymiHboro PajsHcekoro Coro3y abo kpaid, Mo
PO3BUBAIOTKCS, aJle 3a BUHITKOM 3a00pOHEHHX KpaiH
[TOXOKCHHSL.

leorpadiuamii xom 935: ToBapm Ta mociyru 3i
Cnonyuenux lllrtaTiB, kpaiH-apTHepiB Ta KpaiH, MIO

pPO3BHBAIOTBCS,  KpiM  TEpeloBHX  KpaiH, IO
PO3BUBAIOTECS, 32 BHHITKOM 3a00pOHEHUX KpaiH
MOXOJPKEHHS.

e Kommanis «DAI» 3000B’s3aHa  mepeBipUTH
JDKEpeso, IOPUCIUKIII0 Ta IOXOMKEHHS TOBapiB Ta
mocayr Ta (y ~MaKCUMalbHO MOXIHMBIA — Mipi)
MEPEKOHATHUCH, IO JKOJHI MOCIYTH HE 3aKYyIMOBYIOThCS
i3 3a00pOHEHMX KpaiH, SKi 3HAXOIATHCA Y CIHCKY
VYrpaBiniHHS KOHTPOJIO 32 iHO3EMHHMH aKTHBAMHU
(OFAC) six xpainu, Ha SIKi pO3IIOBCIOKYIOTHCS CAHKIII.
Ho IIOTOYHOTO CITUCKY KpaiH, Ha SAKI
PO3MOBCIOJUKYIOTBCS  BCEOCSDKHI — CaHKILI{, BXOIAThH
HactynHi kpainu: Ky0a, Ipan, IliBaiuna Kopes, Cynan
ta Cupis. Kommanii «DAI» 3a00poHS€ThCS CHPUATH
Oyap-siKiii yrofi TpeTboi CTOPOHH, SKIIO Taka yroua
Oyrna 6 3a00poHEHOI0, SKIIO O ii BUKOHYBasa KOMIaHist
«DAI».

e [lomaroum Npomo3uLi0 Y BIAMOBING Ha el 3amur,
Y4acHUKH TeHAEpY NiATBEpAKYIOTh, [0 BOHH HE
nopyuryroTb Bumor 1o Jhxkepena ta FOpucaukuii, 1 mo
MOCITYyTH  BIAMOBigaroTh [eorpadiunomy Komy Ta
BUHSTKaM II0J10 3200pOHEHHX KpaiH.

17. Unique Entity ID (SAM)

17. YuikanbHuii inenTudikarop opranizauii (SAM)

All U.S. and foreign organizations receiving first-tier
subcontracts/ purchase orders with a value of $30,000 in
equivalent and above are required to obtain a Unique
Entity ID (SAM) number before signing the agreement.

For those required to obtain a SAM ID number, you may
see Instructions for Obtaining a SAM ID number
(Attachment E) or contact the Activity Procurement
Team.

Bci  amepukaHchki Ta 1HO3eMHI opraHizamii, sKi
OTPUMYIOTh  MpsiMi  CYOKOHTPAaKTH/IOTOBOPH  Ha
3aKy1iBiio Ha cymy B ekBiBasienti 30 000 momapis CIIA
1 BUIIIe, MOBUHHI OTPUMATH YHIKaIbHUH i1eHTH(IKATOD
opranizanii (SAM) 110 mignucaHHs yroJIu.

Jnst THX, KOMy TOTpiOHO OTpUMAaTH YHIKaJIbLHHUA
inenTudikarop opranizamii (SAM), 3BepHITECA 10
[HCTpyK)1iT JUTSt OTPUMAaHHS YHIKaJIBHOTO
inentudikaropy opranizauii (SAM) (AuBucs Jogarox
E) a6o 3BepHiTbes 1o Bigainy 3akymniBens [Ipoekty.

18. Compliance with Terms and Conditions

18. 3roga YuyacHuka TeHaepy 3 BUMOraMu

Bidder shall be aware of the general terms and conditions
for an award resulting from this RFP. The selected Bidder
shall comply with all Representations and Certifications
of Compliance listed in Attachment D.

VYdyacHHK TeHJepy Mae OyTH B Kypci 3aralbHUX YMOB
JUISL YKIIQJaHHS KOHTPAKTy 3a pe3y/ibTaTaMHu JIaHOTO
3anuty Ha HajgaHH porno3uiii. OOpaHuil yuacHUK Mae
BimnoBijatu ycim 3asBam Ta [liATBEpIKEHHSIM PO
BIJIMOBI/IHICTB, 3a3HaueHuM y Jomatky D.
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19. Anti-Corruption and Anti-Bribery Policy and
Reporting Responsibilities

19. IMoaituka mogo 00poTHLOM 3 KOPYNIiE Ta
0opoTs0010 3 xabapHuuTBOM Ta BinmoBizaabHoi
3BiTHOCTI

DAI conducts business under the strictest ethical
standards to assure fairness in competition, reasonable
prices, and successful performance or delivery of
quality goods and equipment. DAI does not tolerate
the following acts of corruption:

Any requests for a bribe, kickback, facilitation
payment, or gratuity in the form of payment, gift, or
special consideration by a DAI employee,
Government official, or their representatives to
influence an award or approval decision.

Any offer of a bribe, kickback, facilitation payment,
or gratuity in the form of payment, gift, or special
consideration by an offeror or subcontractor to
influence an award or approval decision.

Any fraud, such as misstating or withholding
information to benefit the Offeror or subcontractor.

Any collusion or conflicts of interest in which a DAI
employee, consultant, or representative has a business
or personal relationship with a principal or owner of
the Offeror or subcontractor that may appear to
unfairly favor the Offeror or subcontractor.
Subcontractors must also avoid collusion or conflicts
of interest in their procurements from vendors. Any
such relationship must be disclosed immediately to
DAI management for review and appropriate action,
including possible exclusion from award.

These acts of corruption are not tolerated and may
result in serious consequences, including termination
of the award and possible suspension and debarment
by the U.S. Government, excluding the Offeror or
subcontractor from participating in future U.S.
Government business.

Any attempted or actual corruption should be reported
immediately by either the Offeror, subcontractor or
DAL staff to:

Toll-free Ethics and Compliance Anonymous Hotline
at (U.S.) +1-503-597-4328

Hotline website — www.DAI.ethicspoint.com, or
E-mail to Ethics@DAI.com

Office of the Inspector General Hotline through
the OIG Hotline Portal

DAI Bege cBOIW0O JisNIBHICT 332 HAWCYBOPIIMMHU

eTUYHUMH CTaHJapTaMu, 100 3a0e3MEeYUTH YECHICTh

KOHKYpEHIIil, NMPUHHATHI I[IHA Ta YCIIIIHE HaJaHHS

MoCIyr abo JOCTaBKY SAKICHUX TOBapiB Ta OOJIaHAHHS.

DAI He TepnuTh TAKMX KOPYNIiHHAX Aili:

e bynp -ski 3amuTH Ha OTpUMaHHA xabapa, Biamaui,
COpUSHHA YW BWIUIATH Y BUTJISAI  BUILUIATH,
noJgapyHKa abo cremianbHOl KOMIEHcaIlii
chiBpoOiTHuKy DAL YPSIOBIIIO yg  ix
IIpeJCTaBHUKaM BIUIMBAIOTh HAa pILIEHHA Ipo
HAropojPKEHHs a00 CXBaJICHHS

o Bynp -sxa npono3uist xabapa, BiAKaty, CIpUsSHHS YU
BUIUIATH Yy BUIJBLII IJIaTeXy, NOAapyHKa abo
crierianbHOi  BUHAropoauw Big  odepeHTa UM
cyOmiapsIHUKa Ui BIUIMBY Ha pIMIEHHS TIpO
MIPUCYDKEHHS Y CXBAJICHHS.

e DBynp-gke maxpalcTBO, Take SK HEIpPaBUIbHE
BUKJIaaHHA a0o mnpuxoByBaHHS iH(opMmalii Ha
KOPHUCTB O(epeHTa U CyOIiaps THIKA.

e DBynp -ski 3M0oBH a00 KOH(QUIIKTH iHTEPECIB, y SKHX
TIpaliBHHUK, KOHCYJIFTAHT a0o mpenctaBHUK DAI mae
IiTOBi 200 0COOMCTI CTOCYHKH 3 MPHHIUITAIOM 200
BJIACHUKOM odepeHTa 4YHM CyOmigpsaHHKa, SIKi
MOXYTh BHUSIBUTUCS HECIIPABEMJIUBHMU y KOPHCTb
odpepenta uum cyomiapsaauka. CyOmiapsaTHuKu
TaKOXX TMOBMHHI YHHKATH 3MOB 4YHM KOH(]IIKTY
IHTEpeCciB y CBOIX 3aKyMiBISX Y IMOCTaYaJIbHUKIB.
Byap -siki Taki BiAHOCWMHM TOBHUHHI OyTHM HEraiHO
po3kputi kepiBHuUTBY DAI s mepermsagy Ta
MPUMHATTS ~ BIATIOBIAHUX  3aXO[liB, BKIIOYAIOYU
MOJKJIMBE BUKJIIOUEHHS 3 BUHATOPOIU.

e I[i xopynmiiiai aii HEe IOMYCKArOTBCS 1 MOXYTh
IIPU3BECTH A0 CEpPHO3HMX HACIIJAKIB, BKJIIOYAIOUU
IIPUIIMHEHHS NPU3HAYeHHS BUHATOPOAU Ta MOXIJIUBE
OpU3yNMHEHHA Ta  BigmoBy  ypamy  CLIA,
BUKJIIOYarOYM odepeHTa 4w CyOmimpsaHuKa Bif
ydacTi y Mait0yTHix 6i3Hecax ypsny CLLA.

e bynp-ska cnpoba g (pakTHIHA KOPYILis MOBHHHA
Oyt HeramHo MOBiTOMJIEHA oepenTom,
cyOmiapsiHuKoM abo criBpoOiTHukamu DAL

e be3kouToBHa aHOHIMHA rapsya JiHisl 3 IMTaHb €TUKU
Ta TOTpUMaHHA BUMOT 3a ajpecoro (CILIA) +1-503-
597-4328

o Be0 -caiiT rapsyoi ninii - www.DAI.ethicspoint.com,
abo HajicnaTH eNEeKTPOHHMH JIMCT Ha ajapecy
Ethics@DAI.com

e Odgic rapsuoi niHii ['eHepanpHOrO iHCHIEKTOpa 3a
aapecoro OIG Hotline Portal
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e By signing this proposal, the Offeror confirms

adherence to this standard and ensures that no attempts
shall be made to influence DAI or Government staff
through bribes, gratuities, facilitation payments,
kickbacks, or fraud. The Offeror also acknowledges
that violation of this policy may result in termination,
repayment of funds disallowed by the corrupt actions,
and possible suspension and debarment by the U.S.
Government.

o [linmucyroun j1§00)

IPOMO3HULiIO0, odepenr
MiATBEPIUKYE JOTPUMAaHHA ILbOr0 CTAaHAApTy Ta
rapaHrye, uio He Oy1yTh 3po0JIieH] crpoOu BILTMHYTH
Ha DAI abo ypsmoBuii mepcoHan 3a JIOTIOMOTOIO
xa0apiB, 4alilOBHUX, BUILIAT 3a CIPUSHHS, BiAKATy 4n
miaxpaiicTBa. Y4YacHUK TOPTiB TaKOXX BU3HA€, LI0
MOPYUIEHHS L€l MOJITHUKM MOXE HPU3BECTH 0
NPUIMHECHHS, TMOBEPHEHHS KOIUTIB, 3a00pOHEHHX
KOPYIUIHHUMH JisIMH, Ta MOXKIIMBOTO IPU3YTTUHEHHS
Ta 3a0oponu ypsay CIIA.
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Attachment A: Proposal Cover Letter /
HDopatok A: CynpoBigHuUu nucTt

We, the undersigned, provide the attached proposal in
accordance with RFP No. REQ-KYI-25-0088 dated
November 14, 2025. Our attached proposal is for the total
price of (figure and in words).

We certify a validity period of Sixty (60) calendar days
for the prices provided in the attached Price Schedule.

We certify our financial responsibility and acceptance of
DAI payment terms, which are payment upon delivery
and acceptance of the provided services.

We certify our consent to receive payment for services
solely by bank transfer in line with the terms stipulated in
the signed Contract.

We certify that the delivery and implementation period
shall be no longer than 60 calendar days from the
contract signing date.

Our proposal shall be binding upon us, subject to the
modifications.

We understand that DAI is not bound to accept any
proposals it receives.

Authorized Signature:

Name and Title of Signatory:
Name of Firm:

Address:

Telephone:

E-mail:

Company Seal/Stamp:

Mu, 110 migmUcaTuCs HUXYe, HAAEMO MPOIO3HUIIIIO 13
3arajibHOI0  I[1HOIO (BKaXITh
LiHY IU(PPaMU 1 TPOMKUCOM), KA JOAAETHCS, BIIIOBITHO
no 3anuty Ha HamaHHs nporno3unii REQ-KYI-25-0088
Bix 14 nmuctonana 2025 poky.

Mu 3acBimuyemo, 1o 1inu 3a3HaueHi y [Ipaiic-nucri, 1o
JIOJTAETHCSI, MIKWCHI mpoTsroM mepiony 60 (mictaecsiT)
KaJIeHAapHUX JTHIB.

Mu 3acBimuyemo Hamy (HiHAHCOBY BIiIOBINANBHICTD i
npuiiMaeMo yMoBH oIuiatH kKommaHii «DAI», sxi e
OIJIATOK TICNSI JOCTABKU Ta MPUUHATTS HaJaHUX
MOCIIYT.

Mu 3acBiTdy€eMO 3rojly Ha OIUIAaTy MOCIYT BUKJIFOUHO y

0e3roTiBKkOBi ¢GopMmi Ha yMoOBax, NepeadadeHHX B
nignucanomy Jlorosopi.

Mpu 3acBiguyemo, MO KiHIEBHHA TEPMiH MOCTaBKU Ta
HalalTyBaHHs  He  Oyae  mepeBumryBatd 60
KaJIeHJIaPHUX THIB 3 naTu nianucanHs KoHTpakry.
Hama mnpono3umist € 000B’s3k0BOIO Jisi  Hac 3
ypaxyBaHHAM 3MiH B  pe3ynbTaTi  OyJb-SKHX
00rOBOpEHB.

Mpu posymiemo, mo komnanis «DAI» He 3000B’s13aHa
npuiiMaTi Oyb-sIKi TPOTIO3HILii, SIKi BOHA OTPUMYE.

[Tignuc ynoBHOBaXkeHOI 0COOU:

IM’s1 Ta mOCaza ynoBHOBaXKEHOT 0co0u:
Hassa opranizauii:

Anpeca:

Tenedon:

E-mail:

TTeyaTka xKoMIaHii:
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Attachment B: Price Schedule (separate document)
Hopatok B: Npanc-nuct (separate document)

The offerors are required to submit two copies of the price list:
1) PDF signed and stamped &
2) Excel soft copy

YyacHUKH TeHIepy MOBUHHI HAJAAaTH JIB1 KO Ipaiic-mcTa:
1) PDF i3 mixnucom i meyaTkor ta

2) Enexrponny komiro B ¢popmari Excel
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Attachment C: Scope of Work

HdopaTtok C: TexHiyHe 3aBAaHHA
1. Background

The US Cybersecurity for Critical Infrastructure in Ukraine Activity began in May 2020. US Cybersecurity
for Critical Infrastructure in Ukraine Activity is a program funded by the Government of the United States
and implemented by DAI. The overall goal of the Activity is to reduce and potentially eliminate
cybersecurity vulnerabilities in CI and to transform Ukraine from a compromised, reactive cybersecurity
actor to a proactive cybersecurity leader.

Over the five years of performance, the Activity will increase resilience and build capacity to prevent,
detect, and respond to cyberattacks against CI in Ukraine. The Activity will accomplish this goal through
the pursuit of three strategic objectives (SOs):

e SO1: Create a safe and trusted environment to accelerate the development of people, processes,
and technology in support of cybersecurity across CI sectors and assets in Ukraine.

e S02: Strengthen Ukraine as a sovereign nation built on a secure, protected, and dynamic economy,
supported by a talented pool of human capital.

e S03: Stimulate demand for and supply of Ukrainian cybersecurity solutions and service providers
to empower, equip, and finance cybersecurity entrepreneurs and businesses.

The Activity is organized into three components. Activity tasks are highly interdependent and mutually
reinforcing.

Component 1: Strengthening the cybersecurity enabling environment

This component will strengthen the cybersecurity resilience of Ukraine’s CI sectors by addressing
legislative gaps, promoting good governance, enabling collaboration between stakeholders, and supporting
cybersecurity institutions. This component will also build the technical capacity of key sectors through
increased access to cybersecurity technology and equipment.

Component 2: Developing Ukraine’s cybersecurity workforce

This component of the Activity will address workforce gaps through interventions that develop new
cybersecurity talent and build the capacity of existing talent. These interventions will address the entire
workforce pipeline, the quality of education received by cybersecurity specialists, and industry training
programs to rapidly upskill Ukraine’s workforce to respond to immediate cybersecurity vulnerabilities.

Component 3: Building a resilient cybersecurity industry

A growing cybersecurity industry in Ukraine will contribute directly to national security and prosperity.
This component will seek to build trust and collaboration between the public and private sector to develop
innovative solutions for future cybersecurity challenges; spur investment and growth in the broader
cybersecurity market in Ukraine through greater access to financing; support smaller cybersecurity
companies to rapidly increase the number of local cybersecurity service providers; and offer mechanisms
for Ukrainian firms to connect with industry partners to enable better access to innovations and business
opportunities.

2. Context

There is a continued and elevated need in Government of Ukraine to support critical infrastructures and
maintain operational functions to keep decision making process and citizens’ services ongoing.

Since 2022, state agencies and critical infrastructures have been under constant cyber and physical attacks
which altogether requires from them creating robust resilience capabilities, many of which depend on the
presence and smart use of digital technologies.

— DAI PAGE 10



REQ-KYI-25-0088

The Ministry of Economy, Environment, and Agriculture of Ukraine (Ministry of Economy) is the central
body responsible for national policy in economic development, environmental protection, and agriculture.
Its mandate covers key areas such as economic and social development, foreign trade, industrial and pricing
policy, technical regulation, standardization, metrology, intellectual property, labor, export control, and
rational use of natural resources. The Ministry also implements policies on ecological safety, sustainable
agriculture, and food security, aligning Ukraine’s regulatory framework with European Union standards.
In addition, it manages national information systems and digital registries that ensure secure and reliable
services for citizens and businesses. Through these functions, the Ministry supports sustainable economic
growth, environmental stewardship, and digital transformation.

Reliable, secure, convenient, and accessible means of data transmission, identification, and user access are
critical for the promptness of management decisions, coordination with other central executive bodies and
international partners, and support for the continuity of public services in wartime. Any failures or
degradation in communication quality affect the speed of decision-making, data security, and the
reputational risks of public administration.

The existing ICS of the Ministry of Economy is built on a multi-vendor principle and includes morally and
physically obsolete equipment that is no longer supported by the relevant manufacturers.

The main objective of the project is to replace vulnerable existing equipment and architectural solutions
with modern, high-performance enterprise-level solutions.

3. Objectives

The Activity aims to procure, deliver, and set up equipment for the Ministry of Economy, to provide:

e Network switches

e Wireless network

e Centralized network management system

e Centralized network access control system

e Network firewalls

e Centralized security device management system

4. Tasks:

DAI/CCI is looking for a qualified Vendor to deliver the equipment and licenses as follows, according
to the technical specification in Attachment B.

After signing the contract, the selected vendor will be provided with more information regarding
the 6 Kyiv locations of the solution implementation.

The vendor will also be responsible for:

« Installation of equipment in switch cabinets, network switching equipment, and connection of power
supply to the equipment

* Deployment of VMs on the recipient's server infrastructure for systems delivered as virtual systems
* Installation of software or virtual versions of equipment

* Activation of licenses and technical support services for all project equipment and systems

* Updating versions of operating systems, software, databases, and other functional systems of project
solutions

* Basic configuration of project solutions (general network functionality, administrative interface, fault-
tolerant operation, logging, and monitoring)

* Basic configuration of functional capabilities and security services (basic security policies, functional
capabilities for threat protection and traffic inspection, VPN, centralized management and monitoring)
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* Testing and demonstration of configuration results to the recipient's specialists

* During implementation and configuration, transfer of knowledge to the recipient's specialists within the
framework of the above points.

The final implementation of the project will be supervised by a DAI representative.
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Attachment D: Representations and Certifications of Compliance / loaaTok
D: 3asaBu Ta lligTBepaXXeHHAM npo BianoBigHicTb

1. Federal Excluded Parties List - The Offeror Select is not presently
debarred, suspended, or determined ineligible for an award of a
contract by any Federal agency.

2. Executive Compensation Certification - FAR 52.204-10 requires
DAL, as prime contractor of U.S. federal government contracts, to
report compensation levels of the five most highly compensated
subcontractor executives to the Federal Funding Accountability and
Transparency Act Sub-Award Report System (FSRS).

3. Executive Order on Terrorism Financing - The Contractor is
reminded that U.S. Executive Orders and U.S. law prohibits
transactions with, and the provision of resources and support to,
individuals and organizations associated with terrorism. It is the
legal responsibility of the Contractor/Recipient to ensure compliance
with these Executive Orders and laws. Recipients may not engage
with, or provide resources or support to, individuals and
organizations associated with terrorism. No support or resources
may be provided to individuals or entities that appear on the
Specially Designated Nationals and Blocked persons List
maintained by the US Treasury (online at www.SAM.gov) or the
United Nations Security Designation List (online at:
http://www.un.org/sc/committees/1267/aq_sanctions_list.shtml ).
This provision must be included in all subcontracts/sub awards
issued under this Contract.

4. Trafficking of Persons — The Contractor may not traffic in persons
(as defined in the Protocol to Prevent, Suppress, and Punish
Trafficking of persons, especially Women and Children,
supplementing the UN Convention against Transnational Organized
Crime), procure commercial sex, and use forced labor during the
period of this award.

5. Certification and Disclosure Regarding Payment to Influence
Certain Federal Transactions — The Offeror certifies that it currently
is and will remain in compliance with FAR 52.203-11, Certification
and Disclosure Regarding Payment to Influence Certain Federal
Transactions.

6. Organizational Conflict of Interest — The Offeror certifies that will
comply FAR Part 9.5, Organizational Conflict of Interest. The
Offeror certifies that is not aware of any information bearing on the
existence of any potential organizational conflict of interest. The
Offeror further certifies that if the Offeror becomes aware of
information bearing on whether a potential conflict may exist, that
Offeror shall immediately provide DAII with a disclosure statement
describing this information.

7. Prohibition of Segregated Facilities - The Offeror certifies that it
is compliant with FAR 52.222-21, Prohibition of Segregated
Facilities.

8. Equal Opportunity — The Offeror certifies that it does not
discriminate against any employee or applicant for employment
because of age, sex, religion, handicap, race, creed, color or national
origin.

1. depepanbHuii CIMCOK BUKIKYEHUX 0cib — OOpaHuii y4acHHUK TeHAEpa
Hapasi He € BiJICTOPOHEHUM, TUMYACOBO BiJCTOPOHEHHM a00 BU3HAHUM

TaKuM, 110 HE Ma€ MpaBa yKJIaJaTH KOHTPAKT 3 Oyb-skuM (enepaabHum
OpraHoOM.

2. HinreepmkenHs 3apo0biTHOi miatn kepiBHuirea — [Tonoxenns FAR
52.204-10 Bumarae Big kommanii «DAI» sk reHepanbHOTO MiapsIHUKA 32

koHTpakTamu (enepanproro ypsny CLLIA 3BiTyBaTH npo piBHi 3apo0iTHOT
IUTATH II'SITH KEPIBHUKIB CyONiIpsIHNKA 3 HAHBUIIUM piBHEM 3apoOiTHOL
wiatd B CucteMy 3BITHOCTI 3a JJOrOBOpaMH CyOMiApsiTy BiAMOBIJHO 10
3akoHy IO MiA3BITHICTE 3a efepaabHIM (piHAHCYBAaHHSAM Ta IPO30PICTh
(FSRS).

3. Yka3 IIpesunenra CIIA npo 3a0opoHy diHAHCYBaHHS TEPOPU3MY -
BukonaBmro Haramyetbcsi, 1o ykasu [Ipesumenra CIIA Ta
3akoHoaBcTBO CILIA 3a60poHsOTH 3aificHIOBaTH onepatii 3 GpisnaHuMH
ocobaMn Ta OpraHi3amisiMH, HOB’S3aHUMH 3 TEPOPU3MOM, a TaKOX
HaJaBaTH IM pecypcd Ta HiATpUMKy. IOpuaudHy BiqmoBinaJbHICTH 3a
3a0e3MeueH sl JOTPUMaHHS LMX ykasiB IIpe3upeHra Ta 3aKOHOJABCTBA
Hece Bukonasens/Penumnient. PenunieHTy He J03BOJISETHCS MIPALIFOBATH 3
(i3ngHIME 0cO0aMM Ta OpTraHi3allisiMHU, ITOB’S3aHUMH 3 TEPOPU3MOM, a
TaKOX HaJgaBaTH IM pecypcu Ta minTpumky. JKomHa pomomora abo
pecypcH He MOXKYTh HaJaBaTHCh (Pi3MYHUM 200 FOPHIUYHUM 0CO0aM, sKi
3HaxoaAThesl y CHucKy rpoMajisiH 0COOIMBHX KaTeropii Ta 3a00poHEHNX
oci6, sikmit Beme KasnaueitctBo CHIA (auB. www.SAM.gov), abo y
Criicky 0CO0MMBUX KaTeropin OOH (auB.
http://www.un.org/sc/committees/1267/aq_sanctions_list.shtml ).  Lle
TIOJIOXKEHHSI 000B’I3KOBO BKJIIOYAETHCS 0 BCIX JOTOBOPIB cyOmiapsmy /
pillieHb TPO HaJAHHS CyOMiAPsAY, SIKi BUKOHYIOTBCS B paMKax IbOTO
JIOTOBODPY.

4. Toprisns oneMu — BUKoHaBIIO 3a00pOHSIETHCS TPOTATOM CTPOKY il
[[bOr0 KOHTPAKTy 3/AIHCHIOBATH TOPTIBIIIO JIOJABMHU (K BH3HAYCHO Y
IIpoToxomi moz0 3anobiraHHs, IPOTHIIT Ta IIOKApaHHS TOPTiBII JTIOIBMH,
0COOJIMBO KIHKaMH Ta OiTbMH, sikuii gonosHioe Konsenmniro OOH 1on0
NpOTH/Il TPaHCHALIOHAIBLHOT OpPraHi30BaHOI 3JI0YMHHOCTI), OIUIauyBaTH
KOMEpIIiHI CeKCyalbHI IOCIYI'M Ta BHKOPHUCTOBYBAaTH HPHMYCOBY
Tparo.

5. IligTBepHKEHHS. Ta PO3KPHUTTS iH(GOpMaIlii [0J0 IUIATEXKIB 3 METOI
BIUIMBY Ha JiesiKi (heJiepaibHi TOCHONApChKi onepalii — YJacHUK TeHepa
MIATBEPIKYE, IO JOTPUMYETHCS 3apa3 Ta JOTPUMYBATUMEThCS i Hajaaui
Bumor FAR 52.203-11 «IligTBepakeHHs Ta pO3KPHUTTS iHpOpMaIii Mmoo
[UIATEXiB 3 METOIO BIUTMBY Ha JIesKi (efiepaibHi rocioIapehbKi onepaiin.

6. Opranizauiiiuii  KOoHGUIIKT iHTepeciB — Y4YacHHK TeHIEpY
MATBEP/KYE, MO HOMYy HE BIIOMO Mpo OyIb-iKy iHpoOpMaIlio, sKa
CTOCYEThCS ICHYBaHHsI OyIb-SIKOTO MOTEHLIHHOr0 KOHQIIIKTY iHTepeciB
oprasizaiii. Y4acHUK TeHAEPY TaKOXK MiATBEPKYE, IO SKIIO HoMy CTaHe
BiZIOMO TIpo iH(OpPMAILitO, SIKa MA€ BiTHOIICHHS 10 MOXKJIMBOCTI ICHYBaHHS
MOTCHI[IHHOTO KOHQUIIKTY, Y4YacHHK TEHIEpPY HEBIAKIAIHO HaJae
kommasii «DAI» 3BiT, 1€ po3kpuBaeThCs Taka iH(opMaris.

7. 3abopoHa cerperauii MicIlb CHiJIbHOTO KOPHUCTYBaHHS — Y4YacHHK
TeHJepa MiITBEpKye, o morpumyerses FAR 52.222-21 «3abopona
cerperatii MiCIlb CIIJIBHOI'O KOPUCTYBaHHS».

8. PiBHI MOXJIMBOCTi — YUacHUK TEHIEpPY MiATBEPIXKYE, IO HE 3iHCHIOE
IMCKPUMIHALIIO IIPOTH Oy/b-SKOTO NMpaliBHAKA a0 3asBHHKA 32 BIKOM,
CTaTTIO, PEJIri€r0, IHBANIHICTIO, PAcolo, MEPEKOHAHHSIMH, KOJIbOPOM
LIKipu 200 HaIiOHAIBHICTIO.
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9. Labor Laws — The Offeror certifies that it complies with all labor
laws.

10. Federal Acquisition Regulation (FAR) — The Offeror certifies
that it is familiar with the Federal Acquisition Regulation (FAR) and
is not in violation of any certifications required in the applicable
clauses of the FAR, including but not limited to certifications
regarding lobbying, kickbacks, equal employment opportunity,
affirmative action, and payments to influence Federal transactions.

11. Employee Compliance — The Offeror warrants that it will require
all employees, entities, and individuals providing services in
connection with the performance of a DAI Purchase Order to comply
with the provisions of the resulting Purchase Order and with all
Federal, State, and local laws and regulations in connection with the
work associated therein.

By submitting a proposal, offerors agree to fully comply with the
terms and conditions above and all applicable U.S. federal
government clauses included herein, and will be asked to sign these
Representations and Certifications upon award.

9. TpynoBe 3aKOHOIABCTBO — YYacHUK TEHAEPY IIATBEPIKYE, IO
JOTPUMYETHCS BCIX BUMOT TPYAOBOT'O 3aKOHOJIABCTBA.

10. [Honoxenus npo denepanbHi 3akymisii (FAR) — YuacHuk Tenaepa
miATBEepMXKye, 1o o3HaomueHudl 3 IlonoxeHHAM mpo QexepanbHi
sakymiBai (FAR) 1 He mopyiiye >KOTHOTO MIiATBEpPXKEHHS, IO
BHMaraeThCs 3TiIHO 3 BixnoBiganMu HopMamu FAR, y Tomy umcni, ane He
00OMEXYIOUNCh MIATBEP/)KCHHSIMU CTOCOBHO JIOOitOBaHHs, Xabapis,
MOXJTHBOCTI piBHOTO MpaleBIallTyBaHHs, KOMITCHCAIIHHOT
MUCKpPUMIHALl, Ta I[UIATEXIB 3 METOK BIUIMBY Ha (eaepaibHi
rocroJapchbKi onepatii.

11. loTpuMaHHs BUMOT HpaliBHUKAMU — Y YaCHHUK TEHJICPY TapaHTYE, 0
BUMaraTuMe BiJl YCiX NpaliBHUKIB, IOPUAWNYHHX Ta (i3MYHHX 0OCIiO —
HaJaBayiB MOCJIYT Yy 3B’A3Ky 3 BMKOHAaHHsAM JlOroBopy Ha 3aKyIiBIIIO
kxommaHii «DAD» noTpuMyBaTHCH BUMOT BiAnOBigHOTO JloroBopy.

Ilomaroun TpONO3MIIIO, YYAaCHUKH TEHAEPY IMM IIOTOJDKYIOThCS
MOBHICTIO BUKOHYBAaTH YMOBHU Ta MOJIOKEHHS BHILE3raIaHOTO Ta BChOTO
BimoBigHOTO (enepanbHoro 3akoHomascTBa CIIA, mo 3a3HaueHe y
[[OMY JOKYMEHTi, a TaKOXX IpH YKJIaJCHHI JOTOBOPY MOBHHHI OyTH
TOTOBI IIJNINCATH i 3asBU Ta IiATBEPKECHHS.

=DAlI
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Attachment E: Instructions for Obtaining a Unique Entity ID (SAM) for DAI’s
Vendors, Subcontractors & Grantees

Hopatok E: IHCTpyKUIl Woao oTpuMaHHA YHiKanbHoro igeHtudikatopy
opraHisauii (SAM) — nocTayanbHUKK, CyOniapAAHMKN Ta TPAHTOOTPUMYBaui
KomnaHii «DAI»

Background:

Summary of Current U.S. Government Requirements - Unique Entity ID (SAM)

Effective April 4, 2022, entities doing business with the federal government will use the Unique Entity Identifier
(SAM) created in SAM.gov. The Unique Entity ID (SAM) is a 12-character alphanumeric value managed, granted,
and owned by the government. This allows the government to streamline the entity identification and validation
process, making it easier and less burdensome for entities to do business with the federal government.

Entities are assigned an identifier during registration or one can be requested at SAM.gov without needing to
register. Ernst and Young provides the validation services for the U.S. Government. The information required for
getting a Unique Entity ID (SAM) without registration is minimal. It only validates your organization's legal
business name and address. It is a verification that your organization is what you say it is.

The Unique Entity ID (SAM) does not expire.

3arajbHa iHpopmanin:

Crucauii oras norounux Bumor ypsiay CIHIA — ynikanbHuii inentudikarop ropuanunoi ocoou (SAM)
[Mounnatoun 3 4 kBiTHS 2022 pOKY, IOPHIWYHI OCOOM, SIKI BEIyTh MISUIBHICT 13 (eAepabHUM YpPSIoM,
BUKOPUCTOBYBAaTUMYTh YHIKaJbHHUK ineHTH(]iKaTOp rOpuandHOi ocodu (SAM), mO CTBOPIOETBCS Ha CaiTi
SAM.gov. VHikanpHull ineHtudikatop ropuanaaoi ocoou (SAM) — e 12-3HauHuil andaBiTHO-IUPPOBUNA KOII,
SIKMd KOHTPOJIFOETHCS Ta MPHUCBOIOETHCS YPSIOM 1 HAJSKUTh ypsdy. BiH gomomarae ypsiiy CIpOCTUTH HPOLEC
inenTrdikamii Ta NepeBipKU IPUAMIHHEX OCI0, OJETINYIOYH i POOIISTYM MEHII OOTSHKIUBUM JJISl FOPHUIUYHUX OCI0
BEJICHHS JIISTILHOCTI 3 )eIePAIbHUM YPSIIOM.

Inentudikatop HamaeThCsl IOPHAMIHUM ocobaM Mg 4yac peectparii, abo X Horo Mo)kHa OTpPUMATH Ha CalTi
SAM.gov 6e3 peectpaii. [Tocnyru 3 miaTBepmkenHs ineHTudikatopa wis ypsany CLIA nanae komnanis Ernst and
Young. Tadopmanis, HeoOXimHa IJsl OTPUMAHHS YHIKAIBHOTO iIeHTU(]IKaTOpa ropuaundHoi ocobu (SAM) 6e3
peectparii, — MiHiManbHa. [neHTH(diIKaTOp MATBEPAXKYE UIIE IOPUANYHY HA3BY Ta aapecy Bamoi opranizamii. Le
T ITBEP/DKEHHS TOTO, 1110 Ballla OpPraHi3allisi € TUM, 3a KOro cede BUIae.

VYHikanbHU i1eHTH]IKaTOp FOpUAnIHOT 0co0u (SAM) HamaeThCsl 6E3CTPOKORO.
Summary of Previous US Government Requirements — DUNS

The Data Universal Numbering System (DUNS) is a system developed and managed by Dun and Bradstreet that
assigns a unique nine-digit identifier to a business entity. It is a common standard worldwide and was previously
used by the US Government to assign unique entity identifiers. This system was retired by the US Government on
April 4, 2022, and replaced with the Unique Entity Identifier (SAM). After April 4, 2022, the federal government
will have no requirements for the DUNS number.

If the entity was registered in SAM.gov (active or inactive registration), a Unique Entity ID (SAM) was assigned
and viewable in the entity registration record in SAM.gov prior to the April 4, 2022, transition. The Unique Entity
ID (SAM) can be found by signing into SAM.gov and selecting the Entity Management widget in your Workspace
or by signing in and searching for entity information.

Instructions detailing the process to be followed to obtain a Unique Entity ID (SAM) for your organization
begin on the next page.

Crucanii orasan koaumHix Bumor ypsaay CIIIA — DUNS
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VHiBepcanbHa cuctema Hymepauii naHux (DUNS) — ne cuctema, po3pobieHa i KOHTpOJIbOBaHA KoMMaHiero Dun
and Bradstreet, sKa TPHUCBOIOE CYO’€KTy TOCIIOJAPIOBAHHS YHIKAIbHAW JEB’STH 3HAYHUK [U(POBUA
inentudikarop. Taka cucrema € CBITOBUM CTaHIApTOM 1 paHilie BuUKOpHcToBYyBasnach ypsaom CLIA mus
MPUCBOEHHS YHIKAIBHUX iJCHTU(IKATOPIB FOPUINYHUM ocobam. 4 kBitHA 2022 poky ypsa CHIA npunuaus
BUKOPHUCTAHHSI ITi€] CUCTEMH 1 3aMiHUB i1 Ha YHIKAILHUI i1eHTHDIKaTOp FopuauuHOi ocoou (SAM). Ilicns 4 kBiTHS
2022 poky ¢enepanbHuii ypsia He Bumaratume Homep DUNS.

Sxmo opuanuHy ocoby OyJo 3apeecTpoBaHO Ha caiti SAM.gov (3 akTUBHOK a00 HEAKTHBHOIO PEECTpALI€l0),
YHIKaJIbHUI ieHTUdiKaTOp r0puaAndHOT 0codu (SAM) OyB MPHUCBOEHUI 1 AOCTYIHUH AJIS TIEperisiay B 00IIKOBOMY
3amuci opraHizamii Ha caitti SAM.gov mie mo mepexony, skui BinOyBcs 4 kBiTHS 2022 poxy. YHiKanbHUIA
inenTrdikarop ropunnaHoi ocodu (SAM) MoKHA 3HAWTH, YBIHIIIOBIIN IO CUCTEMH Ha caiTi SAM.gov i BUOpaBIIH
BiJDKET «YTpaBiiHHs opraHizamietro / Entity Management» y cBoeMy poOouoMy mpocTopi abo yBIHIIOBIIHM 10
CHUCTEMH 1 BUKOHABIIH TOIIYK iH(OpMaIlii mpo IpuIndHy 0co0y.

For more information on obtaining the Unique Entity ID/SAM, please visit the link:
https://www.youtube.com/watch?v=4RSHjczdxq8

Offerors shall be informed that they do not need to register for this procurement; they only need to obtain a
UE ID. Don't hesitate to contact the CCI Procurement Team for any questions about acquiring a Unique Entity ID.
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Attachment F: Past Performance/ JoaaTok F: [JocBig pob6oTtu

Please indicate orders that best illustrate your company work experience relevant to this Request, starting from the most recent. The services performed over at least
1 (one) year will be considered.

[IpocuMo BKJIIOUMTH 3aMOBJICHHS, SIKi HalKpalle UTIOCTPYIOTh JOCBiZ poOOTH Balloi KOMMAHil, aKTyaJbHUHA JUIA HBOTO 3aluTy, MOYMHAIOYU 3 OCTAaHHBOTO
3aMOBIICHHS. bepyThcs 10 yBaru MoCayry 31CHEHI TPOTATOM SIK MiHIMYM 1 (OIHOTO) pOKY.

Ne | Project | Description | Client name/ Price in Period of works Completed in Transfer and Type of agreement, subcontract,
Title/ of Activities/ | phone number, e- | UAH/ (Start-End Dates)/ | time (yes/no)/ acceptance act signed | grant, order (fixed price, with
Hazpa Omnuc mail/ Baprictey | JlaTu mouatky i 3aBepIeHo y (yes/no)?/ reimbursement of expenses)/
MPOCKTY | AiSUTLHOCTI Hazga xienTa/ TpH. 3aBepILICHHS ctpok (Tax/Hi) | Uu migmucaHo akTu Tum yromu, 10roBopy

HOMEp pooiT npuiiMaHHA-TIepesadi | cyomiapsay, rpaHTy, JOTOBOPY
tenedoHy, e-mail po6iT? (Tax/Hi) Ha 3aKyIIBIIO (3 PIKCOBAHOIO
LIHOO, 3 BI/IIIKOTYBaHHSIM
BHTpAT)
1
2
3
4
5
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Attachment G: Proposal Checklist /
DoaaTtok G: Yek-nucT npono3unuii

Offeror:
Have you?

id Submitted your proposal to DAI electronic E-mail address UkraineCCI_Proposals@dai.com (as specified in
General Instructions above?

Does youﬁroposal include the following?
Signed Cover Letter (use template in Attachment A)

Price Proposal (submitted in PDF and Excel format)
Past Performance (use template in Attachment F)

Written confirmation of delivery and installation period (60 calendar days from the contract signing date)

Official authorizations from manufacturers (HPE, Fortinet )

j Written confirmation that the warranty period for goods/services should cover twelve (12) months from
delivery to DAI

Documents used to determine Responsibility (As required in the section “Responsibility
Determination”):

1. Provide copies of the required business licenses to operate in Ukraine (company registration documents,
including documents from the tax authority about VAT status).

2. Evidence of a Unique Entity ID (SAM) number for contracts over $30,000

3. The source, origin, and nationality of the services are not from a Prohibited Country.

4. Confirm that the offeror has enough financial resources to complete the required task.

5. Successful experience with related projects of similar scope and size over the past 1 (one) year (see
Attachment F).

6. Qualifications and permit to perform related works under the relevant legislation.
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