
 

Request for Proposal (RFP) for Data Collection Service 

April 20, 2021 
Purpose 

Deloitte under the Ukraine Health Reform Support Program, USAID Contract No. 72012118C0001 is issuing a 

Request for Proposals for data collection service. 

The USAID Health Reform Support (HRS) is conducting an assessment to monitor and evaluate the effectiveness of 

peer groups of health workers launched under activity 3.6. and seeks to identify and contract a local data collection 

firm (hereinafter referred to as “Contractor”). 

The Contractor will be expected to collect quantitative and qualitative data from health workers from intervention 

group and control group. The Contractor must be located in Ukraine, be familiar with the Ukrainian healthcare 

system, and have experience conducting sociological surveys and collecting reliable, high-quality data across Ukraine. 

Type of Contract 

Firm Fixed Price. All proposals should indicate only the total price to complete the Scope of Work.  

Anticipated Contract Term 

May 15, 2021 – March 20, 2022 

Timeline 

1. Closing Time:  14h00 Wednesday, May 05, 2021 

2. Contact Person:  Alla Boiko,  

Health Workforce Strengthening Advisor,  

USAID Health Reform Support  

3. Tender Validity Period:  60 days 

4. Number of Hard Copies of Tender:  Zero. Electronic copy only. 

5. Delivery Address:  grant@hrs.net.ua  

Any inquiries must be in writing and directed to dedicated 

email above no later than 7 days prior to the closing time. 

 

SCOPE OF WORK AND STANDARDS 
Objective of the Assessment  

Peer groups is the format of regular meetings of health workers (doctors, nurses, facility managers) which serve as 

a platform for critical discussion of everyday challenges, sharing experience and ideas and building a working 

environment with greater level of mutual support. In concert with the Swiss-Ukrainian Development of Medical 

Education Project, HRS plans to launch the third wave of peer groups which will include 20 peer groups in healthcare 

facilities (HCFs) of Ukraine selected in an open competition.  

The assessment is part of peer groups activities launched by HRS in concert with the Swiss-Ukrainian Development 

of Medical Education Project. The assessment aims to explore the impact of participation in peer groups on 1) 

continuous professional development (CPD) of physicians, 2) their motivation, level of team support, and burnout, 

and 3) to find out the organizational features of conducting peer groups in HCFs. 

mailto:grant@hrs.net.ua


 

The effectiveness of peer groups means their ability to build a modern and close to the experience of a service 

provider CPD landscape (more relevant topics, quick answers to questions). An additional effect of peer groups can 

be: supporting the CPD motivation of doctors, reducing/preventing professional burnout and building horizontal 

professional relationships among peers for a regular (and beyond peer groups) information exchange. 

Sample 

The sample for data collection includes  
- the intervention group of medical workers participating in peer group and the control group of medical 

workers not participating in peer groups, 100 people in each, who will participate in the interview  

- Two intervention group of medical workers participating in peer group and two control group of medical 

workers not participating in peer groups, no less than 8 people in each, who will participate in the focus 

groups   
 

Data Collection 

The scope of work (SoW) includes that the assessment will be conducted in two stages: 

- The first stage will include (a) 4 focus groups of health workers - May 2021          

Focus groups will be used to develop a tool for (b) quantitative survey. 

- The second stage - (c) follow-up (panel) survey of health workers using the developed tool and (d) 2-3 focus groups 

to determine the organizational features of peer groups in HCFs - February-March 2022          

Implementation Arrangement 

Contractor responsible for creating for research instrument for the assessment in coordination with the Project. As 

well as for changes and modification for research instrument according to needs of follow-up survey. Contractor is 

responsible for data collection in all stages of the assessment. All data and material generated will be the property 

of the HRS, and all data collected and aggregated will be transferred to HRS before payment is completed.  

 

# Activities Anticipated Outputs Deadline 

A Conducting focus groups with health professionals 

to develop quantitative research tools 
1. Report on the results of 

the focus groups 

2. Transcript of focus 

groups and audio recordings 

3. Research instrument for 

the survey (B) 

May 30, 2021 

B Conducting a questionnaire to determine the 

baseline for further evaluation of the effectiveness of 

the Project activities 

1. Samples of research 

instrument used 

2. The obtained data in SPSS 

format "* .sav" with a 

complete data dictionary 

3. Advanced technical 

report 

4. Power Point presentation 

with a diagram of each 

question 

September 15, 

2021 

C Conducting follow up-survey to evaluate the 

effectiveness of the Project activities 

1. Analytical report 

2. Samples of research 

instrument used 

March 1, 2022  



 

3. The obtained data in SPSS 

format "* .sav" with a 

complete data dictionary 

4. Power Point presentation 

with a diagram of each 

question 
D Conducting focus groups with facilitators to study 

the organizational features of conducting peer 

groups 

1. Report on the results of 

the focus groups 

2. Focus group transcript 

3. Samples of research 

instrument used (B) 

March 1, 2022 

E Preparation of analytical report 1. Analytical report with the 

results of all stages of the 

study 

March 20, 2022  

 

 

EVALUATION AND AWARD PROCESS 

The committee will evaluate applications according the following technical and cost criteria:  

Evaluation Criteria Points 

Consultant/Staff experience/Staff plan 30 points 

Data collection approach/Timeline and 

Implementation Methodology 

35 points 

Organizational experience and references 10 points 

Lowest feasible cost 25 points 

TOTAL POINTS 100 points 

Minimum Criteria to be met:  

− Contractor must have previous experience conducting sociological surveys  

− Contractor must have provide justified plan for data collection 

− Contractor must have necessary means (computer and relevant software) to conduct electronic data 

collection for baseline electronic survey 

 

HRS will select based on the lowest price technically acceptable proposal and reserves the right to award under this 

solicitation without further negotiations. The offerors are encouraged to offer their best terms and prices with the 

original submission. 

INSTRUCTIONS TO THE OFFERORS 

The following items are required to be submitted as part of the proposal:  

Cover page of the application should only include the title of this solicitation and the following: 

- Submission date 

- Institution name 

- Address 

- Name of primary contact at institution 

- Phone number for primary contact 



 

- E-mail for primary contact 

Main application should be limited to 6 pages and should cover the following: 

- Background to the institution, staffing, and other characteristics 

- Proposed approach to data collection for the assessment: 

o Please highlight key considerations for successful data collection in the context of the assessment 

survey described above, such as the number of data collectors to include, data collector training 

approaches, data collection equipment, as well as management of the process of data collection 

(team supervisors, regular checking, and overall monitoring), data entry and cleaning process to 

ensure high response and quality of data, including resolution of data entry errors and missing data 

- Past projects exhibiting the firm’s capacity to implement similar type and scale of data collection 

- Key staff proposed for the activity, including overall supervisor 

- In addition to the 6-page main application, the firm should submit a proposed timeline in the form of a Gantt 

chart of this contract scope of work (one page maximum) and a proposed budget. 

- Evidence of Contractor Responsibility: Overview of Financial Resources, Licensing, Bank Guarantees, Credit 

History etc  

- Past Performance Information and Reference Information (Contact/Program Name etc) 

- Signed Certifications: Terrorism, Anti-Kick Back, Debarment, Foreign Corrupt Practices Act 

- General Data Protection Regulation (Regulation (EU) 2016/679) (see below on Data Protection) 

Any contract/purchase order resulting from this solicitation must be signed by both parties in order to be considered 

valid and in force. All costs associated with, but not limited to, production, preparation and/or delivery of goods or 

services, including deliveries, accepted by HRS staff, without a fully executed (signed by both parties) 

contract/purchase order, are at the vendor’s risk only. HRS shall not pay for any costs, without limitation, associated 

with production, preparation or delivery of goods and/or services under this or any other contract/purchase order, 

which has not been signed by both parties.  

If your proposal is successful, you will be required to enter into the Company’s standard contract for the types of 

goods or services being provided. In the provision of the Goods and Services, you will be required to comply with 

the Company’s policies, including (without limitation) its Business Partner Code of Conduct and any relevant client 

terms and conditions. Potential suppliers must also comply with the Company’s Business Partner Code of Conduct 

in the submission of any proposals pursuant to this RFP. 

If you are bidding as part of a joint venture, partnership or similar, please make this clear in your submission. Likewise, 

if you propose to subcontract any part of the goods or services provision, then disclose this fact within your 

submission. The Company may require additional information from you and approval for subcontracting will not be 

automatic as subcontractors will be subject to Deloitte’s Due Diligence process and may be required to submit for 

USAID Partner Vetting. 

SPECIAL CONDITIONS 

 

DATA PROTECTION 

1.1. The Parties acknowledge that the factual activity carried out by each of them in relation to their obligations 

under this Agreement will determine the status of each Party under the Data Protection Legislation. A Party 

may act as a “Controller” or a “Processor” of certain Personal Data under this Agreement. It is anticipated 

that the roles each will play is as follows: 

1.1.1. The Company shall be the Controller of Personal Data in relation to: 

1.1.1.1. Company Personnel; or 



 

1.1.1.2. any other Personal Data relating to the Project or the Services which is not the Personal Data 

of Subcontractor Personnel. 

1.1.2. The Subcontractor shall be the Controller of Personal Data in relation to Subcontractor Personnel 

where such data is shared pursuant to this Agreement. 

1.1.3. Personal Data may only be processed by the Party other than the Controller where such processing 

is necessary for the performance of this Agreement. 

 

1.2. Where a Party is Processing on behalf of the other Party who is the Controller: 

1.2.1. The Processor shall notify the Controller immediately if it considers that any of Controller's 

instructions infringe the Data Protection Legislation.  

1.2.2. The Processor shall provide all reasonable assistance to the Controller in the preparation of any Data 

Protection Impact Assessment, if reasonably determined necessary by the Controller because the 

processing involves novel or unusual activities that the Controller (acting reasonably) deems to be a 

material risk to the Controller, prior to commencing any processing. Such assistance may, at the 

discretion of the Controller, include: 

1.2.2.1. a systematic description of the envisaged processing operations and the purpose of the 

processing; 

1.2.2.2. an assessment of the necessity and proportionality of the processing operations in relation to 

the services. 

1.2.2.3. an assessment of the risks to the rights and freedoms of Data Subjects; and 

1.2.2.4. the measures envisaged to address the risks, including safeguards, security measures and 

mechanisms to ensure the protection of Personal Data. 

1.2.3. The Processor shall, in relation to any Personal Data processed in connection with its obligations 

under this Agreement: 

1.2.3.1. process that Personal Data as is only necessary in accordance with the Services or the Head 

Contract, unless the Processor is required to do otherwise by Legislative Requirements. If it is 

so required, the Processor shall promptly notify the Controller before processing the Personal 

Data unless prohibited by Legislative Requirements; 

1.2.3.2. ensure that it has in place Protective Measures, which are appropriate to protect against a Data 

Loss Event, which the Controller may reasonably reject (but failure to reject shall not amount 

to approval by the Controller of the adequacy of the Protective Measures) having taken account 

of the: 

1.2.3.2.1. nature of the data to be protected; 

1.2.3.2.2. harm that might result from a Data Loss Event; 

1.2.3.2.3. state of technological development; and 

1.2.3.2.4. cost of implementing any measures; 

1.2.3.3. ensure that: 

1.2.3.3.1. the Processor Personnel do not process Personal Data except in accordance with this 

Agreement; 

1.2.3.3.2. it takes all reasonable steps to ensure the reliability and integrity of any Processor 

Personnel who have access to the Personal Data and ensure that they: 

1.2.3.3.2.1. are aware of and comply with the Processor’s duties under this clause; 

1.2.3.3.2.2. are subject to appropriate confidentiality undertakings with the Processor or any 

Sub-processor; 

1.2.3.3.2.3. are informed of the confidential nature of the Personal Data and do not publish, 

disclose or divulge any of the Personal Data to any third Party unless directed in 

writing to do so by the Controller or as otherwise permitted by this Agreement; 

and 

1.2.3.3.2.4. have undergone adequate training in the use, care, protection and handling of 

Personal Data; and 



 

1.2.3.4. not transfer Personal Data outside of the UK or EU unless the prior written consent of the 

Controller has been obtained and the following conditions are fulfilled: 

1.2.3.4.1.  the Controller or the Processor has provided appropriate safeguards in relation to the 

transfer (whether in accordance with GDPR Article 46 or LED Article 37) as determined 

by the Controller; 

1.2.3.4.2. the Data Subject has enforceable rights and effective legal remedies; 

1.2.3.4.3. the Processor complies with its obligations under the Data Protection Legislation by 

providing an adequate level of protection to any Personal Data that is transferred (or, if 

it is not so bound, uses its best endeavours to assist the Controller in meeting its 

obligations); and 

1.2.3.4.4. the Processor complies with any reasonable instructions notified to it in advance by the 

Controller with respect to the processing of the Personal Data; 

1.2.3.5. For the avoidance of doubt, the Controller is deemed to have consented to the transfer of 

Personal Data to the Recipient Country for the purposes of receiving or providing the Services 

or any matter related to this Agreement, subject to compliance with 17.2.3.4.1 to 17.2.3.4.4. 

1.2.3.6. At the written direction of the Controller, delete or return Personal Data (and any copies of 

it) to the Controller on termination of the Agreement unless the Processor is required by 

Legislative Requirements to retain the Personal Data. 

1.2.4. The Processor shall notify the Controller without due delay and in any event within 48 hours if it: 

1.2.4.1. receives a Data Subject Access Request (or purported Data Subject Access Request); 

1.2.4.2. receives a request to rectify, block or erase any Personal Data; 

1.2.4.3. receives any other request, complaint or communication relating to either Party's obligations 

under the Data Protection Legislation; 

1.2.4.4. receives any communication from the Information Commissioner or any other regulatory 

authority in connection with Personal Data processed under this Agreement; 

1.2.4.5.  receives a request from any third Party for disclosure of Personal Data where compliance with 

such request is required or purported to be required by Law; or 

1.2.4.6. becomes aware of a Data Loss Event. 

1.2.5. Taking into account the nature of the processing, the Processor shall provide the Controller with full 

assistance in relation to either Party's obligations under Data Protection Legislation and any 

complaint, communication or request made under clause 14.2.4 (and insofar as possible within the 

timescales reasonably required by the Controller) including by promptly providing: 

1.2.5.1. the Controller with full details and copies of the complaint, communication or request; 

1.2.5.2. such assistance as is reasonably requested by the Controller to enable the Controller to comply 

with a Data Subject Access Request within the relevant timescales set out in the Data 

Protection Legislation; 

1.2.5.3. the Controller, at its request, with any Personal Data it holds in relation to a Data Subject; 

1.2.5.4. assistance as requested by the Controller following any Data Loss Event; 

1.2.5.5. assistance as requested by the Controller with respect to any request from the Information 

Commissioner’s Office, or any consultation by the Controller with the Information 

Commissioner's Office. 

1.2.6. The Processor shall maintain complete and accurate records and information to demonstrate its 

compliance with this clause. This requirement does not apply where the Processor employs fewer 

than 250 staff, unless: 

1.2.6.1. the Controller determines that the processing is not occasional; 

1.2.6.2. the Controller determines the processing includes special categories of data as referred to in 

Article 9(1) of the GDPR or Personal Data relating to criminal convictions and offences 

referred to in Article 10 of the GDPR; and 

1.2.6.3. the Controller determines that the processing is likely to result in a risk to the rights and 

freedoms of Data Subjects. 



 

1.2.7. Before allowing any Sub-processor to process any Personal Data related to this Agreement, the 

Processor must: 

1.2.7.1. notify the Controller in writing of the intended Sub-processor and processing; 

1.2.7.2. obtain the written consent of the Controller; 

1.2.7.3. enter into a written agreement with the Sub-processor which give effect to the terms set out 

in this clause 14.2 such that they apply to the Sub-processor; and 

1.2.7.4. provide the Controller with such information regarding the Sub-processor as the Controller 

may reasonably require. 

1.2.8. The Processor shall remain fully liable for all acts or omissions of any Sub-processor. 

 


